
Our partners go into any industrial networking 
opportunity with confidence. Knowing that 
Rajant has demonstrated superior performance 
consistently to customers in the areas of mobility, 
scalability, reliability, security, and redundancy 
gives you the Industry 4.0 connectivity edge. 

With a high degree of uptime, ruggedized performance 
under the harshest conditions and the easiest, quickest 
installation on the market, Rajant has what it takes for 
you to secure new business and exceed your clients' 
requirements.

Anyone can do wireless and many more network  providers 
can handle static environments. Rajant's patented 
Kinetic Mesh® network, BreadCrumb® wireless nodes, 
and InstaMesh® networking software do connectivity 
differently. When mission-critical communication 
matters and zero-downtime, autonomous performance is 
demanded, Rajant partners have the solution.

Become a Rajant partner and reap the benefits of our multi-
tiered program designed to sustain profitable business 
growth. Rajant is here to enable your success in a global 
marketplace and generate IIoT revenue streams through 
collaborative business engagements. With a partnership 
level suited to your needs, you can enhance your 
competencies and capabilities through the representation, 
installation and technical support of Rajant. Pick what 
works best for you.

Rajant Outperforms the Competition 
Putting You on the Winning Team

WHY PARTNER WITH RAJANT?

Does your industrial wireless networking 
portfolio unleash the full potential of 
important mobile applications such as these?

Vertical Application

Military
Tactical and ruggedized 
communications

Mining
Fleet management, drilling and 
blasting control 

Ports
Cargo and container tracking, 
telemetry, vehicular connectivity

Rail
Safety controls and automation, 
traffic optimization, CTBC, CCTV

Oil & Gas
Sensor monitoring and remote 
control, platform communications

Petrochemical
No spark, C1D2 personnel and 
asset tracking

Public Safety
Video surveillance and vehicular 
connectivity

Agriculture
Machine control and production, 
preventative maintenance

Utilities
SCADA, equipment control and 
monitoring

Service Provider/
Telecom

Wi-Fi and small cell off-load  



Kinetic Mesh Partner (KMP)  
The second level of the Rajant Kinetic Mesh Partner Program is the Kinetic Mesh Partner (KMP). 
At least one staff member from these partner organizations has completed Rajant's three-step 
training and certification program. The KMP promotes, positions, designs, installs and supports 
Rajant Kinetic Mesh solutions. KMP's are traditionally mature companies with a wireless networking 
focus and have the technical knowledge required to be their customers' trusted advisor. Wireless 
networking is a critical core competency for KMPs and they possess deep experience in 
supporting the complex mobile applications that may reside on their customers' network.

Kinetic Mesh Associate (KMA)  
The entry level of the Rajant Kinetic Mesh Partner Program is the Kinetic Mesh Associate 
(KMA). The KMA promotes, positions, designs, installs and supports Rajant mesh solutions.  
A KMA is an integrator with a wireless networking focus and the technical knowledge required 
to be their customers' trusted advisor. Wireless networking is a critical core competency for 
a Rajant Partner, and this competency is enhanced through completion of Rajant's three-step 
training and certification program. When one member of the KMA's staff completes the training 
program, the KMA will graduate to the Kinetic Mesh Partner (KMP) level.

Kinetic Mesh Distributor (KMD) 
A Kinetic Mesh Distributor will be an established distributor with an existing base of wireless 
resellers or integrators who promote, position, design, install, and support wireless networking 
solutions. They will also support Rajant’s channel efforts through marketing, selling, recruiting, 
and warehousing Rajant products and will have defined territories or regions for sales and 
support transactions.

Kinetic Mesh Premier Partner (KMPP)  
The Kinetic Mesh Premier Partner (KMPP) is Rajant's highest partner level. The KMP 
can earn KMPP status by investing in more trained resources and reaching a designated 
revenue goal. These partners promote, position, design, install, and support Rajant mesh 
systems. KMPPs have displayed a commitment and competence level that positions them to 
successfully deploy and maintain large and/or complex solutions. KMPPs may also team with  
a KMA or KMP who may be seeking special technical expertise to augment their organization's 
engineering resources and man-power.

A Partnership Level that Suits Your Needs

KMP
Kinetic Mesh®

Partner

KMA
Kinetic Mesh®

Associate

KMPP
Kinetic Mesh®

Premier Partner

KMD
Kinetic Mesh®

Distributor



Discounted Purchases $$$ $$ $

Partner Designation Badge

Discounted Demo Gear

Opportunity Registration Program

Opportunity Leads

Portal Access

Concierge Marketing

Free Web-based Sales and Technical Trainings

Attend Rajant Instructor-Led Trainings

Attend Rajant Annual Partner Summit

Snapshot Analysis Training

Fully Trained & Certified 3 1 0

Annual Purchase Goal $250K $100K N/A

Provide Forecast

Provide Export Compliance Data

Bi-Annual Advanced Certification Renewal

Attend Annual Partner Summit

Benefits

Requirements

KMP
Kinetic Mesh®

Partner

KMA
Kinetic Mesh®

Associate

KMPP
Kinetic Mesh®

Premier Partner

What Does Concierge Marketing Mean?
As a reseller for Rajant Corporation, you have the benefit of not 
only a channel director but also a marketing executive to amplify 
your presence in the marketplace. Along with the wealth of 
online content available at Rajant.com, we are here to offer you 
additional marketing assistance with your website, social media, 
press releases, case study development, trade show collaboration, 
special events, media relations and more. 

BreadCrumb, InstaMesh, Kinetic Mesh, Living Network, and BC|Commander and their stylized logos are 
registered trademarks of Rajant Corporation. All other trademarks are the property of their respective owners. 
© Copyright 2019 Rajant Corporation. All right reserved. Updated 6/03/19
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About Rajant Corporation
Rajant Corporation is the exclusive provider of private wireless networks powered by the patented Kinetic 
Mesh® network, BreadCrumb® wireless nodes, and InstaMesh® networking software. With Rajant, customers 
can rapidly deploy a highly adaptable and scalable network that leverages the power of real-time data 
to deliver on-demand, mission-critical business intelligence. A low-latency, high-throughput and secure 
solution for a variety of data, voice, video, and autonomous applications, Rajant's Kinetic Mesh networks 
provide industrial customers with full mobility, allowing them to take their private network applications and 
data anywhere. With successful deployments in more than 50 countries for customers in military, mining, 
ports, rail, oil & gas, petrochemical plants, municipalities, and agriculture, Rajant is headquartered in Malvern, 
Pennsylvania with additional facilities and offices in Arizona, Kentucky, and Alabama. For more information, 
visit www.rajant.com or follow Rajant on LinkedIn and Twitter.

Keep Port Operations Moving Seamlessly 

and Securely with a Rajant Living Network™

Connect Your Port to New Gains with Rajant
Discover how our Rajant Kinetic Mesh network technology  
can become a strategic asset for your port.

Learn more at www.rajant.com/connected-ports
© 2019 Rajant Corporation. All rights reserved.

Moves with 
Your Operations

Rajant Kinetic Mesh® networks 
autonomously adapt to keep 
containers, equipment, and 

personnel connected as they 
move across the port.

Protects 
Port Productivity

Military-grade network security 
ensures reliable delivery of 

real-time intelligence to improve 
situational awareness and 

operational efficiency.

Mitigates 
Portside Interference

With node- and frequency-
level redundancy and no LAN 

controller, Rajant’s network gives 
data hundreds of potential paths 

to uphold continuous mission-
critical connectivity.

CORPORATE PROFILE

BreadCrumb, InstaMesh, Kinetic Mesh, and BC|Commander and their stylized logos are registered trademarks of Rajant Corporation.  
All other trademarks are the property of their respective owners. © Copyright 2018 Rajant Corporation. All rights reserved.
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Rajant Kinetic Mesh®:  
Secure, Private Wireless Networks 
When Mobility and Productivity 
Matter Most

Having witnessed the inherent limitations in 
traditional wireless mesh and Wi-Fi networks, 
Rajant took a completely different and highly 
innovative approach with its Kinetic Mesh 
technology. Whether deploying a network 
with ten or 1,000+ wireless nodes, Rajant 
Corporation is a true trailblazer when it comes 
to deploying highly reliable and secure 
mission-critical private wireless networks  
for military, civilian, and industrial markets. 

Providing people, machines, vehicles, and other equipment 
the ability to simultaneously move and communicate requires 
a wireless communications network that is smart enough to 
adapt quickly to changing topographies and conditions without 
dropping communications. Our private Kinetic Mesh solutions 
offer highly reliable, agile, and adaptable wireless mesh 
connectivity that survives and thrives in diverse and evolving 
mobility-driven environments – a “living” mesh network that 
moves with and adapts to your connectivity demands.

Our private, wireless mesh networking solutions consist of Rajant 
BreadCrumb® wireless nodes combined with our InstaMesh® 
routing protocol. It is this patented1 networking software that is 
responsible for the continuous and virtually instantaneous routing 
of all wired and wireless connections within the network. Using 
proprietary data-routing algorithms, InstaMesh orchestrates all 
network traffic across our Kinetic Mesh network by continuously  
discovering and updating BreadCrumb routing information with 
each packet to direct data quickly and reliably to the destination.  
A true self-healing, peer-to-peer wireless mesh network with 
ad-hoc connectivity using multiple frequencies, the Kinetic Mesh 
network is highly secure with no controller-node requirement, 
providing a redundant network with no single point of failure. 

1 U.S. Patent 8341289B2

While Rajant’s initial success was built on military communications, the Company has now expanded into many industrial 
markets with significant deployments in mining, O&G, ports, transportation, petrochemical, agriculture, and public safety.

NSA Suite B certified, 
multi-frequency high 
bandwidth radio for 

tactical, littoral, fixed and 
mobile communications.
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processing, mobility enabling 

4-radio system for most 
demanding IoT, M2M and 
autonomous applications

2-radio system 
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Our true edge device, 
ideal for data collection 
of stationary assets and 

SCADA devices

Open source high 
processing and computing 

environment for edge 
applications with over 4 

terabytes of storage
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The global container shipping capacity is 
expected to grow by 8.4% this year1, with 
a single large merchant ship now able to 
carry more than 19,000 TEU containers2. An 
increasing number of ground vehicles, quay 
cranes, forklifts, and people are needed 
to move this capacity in and out of the 
port efficiently each day, but keeping them 
connected while doing so is problematic. 
Metal cargo containers are key culprits of 
signal blockage, making it very difficult to 

With 90% of world trade carried by the 
international shipping industry3, ports 
have become high-risk targets for terrorism 
and other malicious breaches – on both 
the physical and cybersecurity fronts. Many 
ports have already implemented layered 
security systems to protect the portside 
itself, which could include fencing, sensors, 
access control, CCTV, radar, sonar, and land 
and waterside patrols; that said, they may still 
be lacking the adequate network security 
needed to protect their data from advanced 
threats like ransomware attacks, which have 
increased in incidence by 300% since 2015.4

keep employees, equipment, and critical 
assets in communication as they move 
between massive container towers.

A network can be specifically arranged 
to avoid such signal interferences, but 
only in a static, predictable environment. 
In ports, where large metallic shipping 
containers are constantly in motion, 
configuring a traditional wireless network 
around interference is unrealistic.

In both cases, increasing volumes of 
cargo and data make security more 
complex. Applications such as video 
surveillance and real-time asset tracking 
can help to manage the physical 
security of assets across a sprawling 
environment, but these data-intensive 
applications require a significant 
amount of bandwidth. In parallel, the 
network must expand its physical 
coverage to connect more assets 
moving throughout a growing port, 
and scale without opening up areas of 
weakness that cyber threats can target.

Global container shipping capacity 
is expected to grow by 8.4%.1

With 90% of world trade carried by the 
international shipping industry3, ports 

have become high-risk targets for terrorism 
and other malicious breaches.
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How a Living Network™ Addresses the 
Top 5 Challenges of Port Networking Today


